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Norway at the Macro-level
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Norway at the Macro-level

• Readiness for the Future 

of Production Report 2018 

• Analyses how well 

positioned 100 countries are 

today to shape and benefit 

from the changing nature of 

production in the future. 
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Norway at the Macro-level
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Norway at the Macro-level

• The International Digital Economy and Society 

Index (I-DESI)
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Norway at the Macro-level

• The International Digital Economy and Society 

Index (I-DESI)
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Norway at the Macro-level

• Digital Intelligence Index (DII)

• Combines 160 indicators into four key drivers.
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Norway at the Macro-level

• Digital Intelligence Index (DII)
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Global strategies
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Global strategies
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Norway at the Macro-level
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Why?  At the Micro-level

• Regulatory and compliance requirements

• Impact of security incidents
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What?



SFI NORCICS: Addressing 

cybersecurity challenges when 

integrating IT and OT
Professor Sokratis Katsikas (sokratis.katsikas@ntnu.no)

https://www.ntnu.edu/norcics

mailto:sokratis.katsikas@ntnu.no
https://www.ntnu.edu/norcics
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The SFI scheme - NFR

• The Centers for Research-based Innovation are to 

develop expertise in fields of importance for innovation

and value creation. 

• Through long-term research conducted in close 

collaboration between research-performing 

companies and prominent research groups, the SFI 

centers are to enhance technology transfer, 

internationalization and researcher training. 

• The scientific merit of the research must be of high 

international caliber. 
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NORCICS - Facts

• The only NFR-funded center on cybersecurity

• Started: 01.10.2020

• Funding for 5(+3) years

• Total budget: 215,643,000 NOK

• Funding: 96,000,000 NOK NFR (44.5%)

• Coordinator (NTNU) + 18 partners (4 research, 14 user)

• Sectors represented: Energy, Manufacturing, Oil & Gas, 

Security, Healthcare, Police, Process industry, Defense
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NORCICS – Vision

• Norway is among the world’s most digitized 

societies.

• NORCICS’s vision is to contribute to making 

Norway the most securely digitalized country in 

the world, by improving the cyber security and 

resilience of its critical sectors, through 

supporting research-based innovation.
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Objectives

• Create new knowledge to improve our understanding of the
dynamics and interdependencies among Critical Sectors; and
of cyberattacks against CPS.

• Develop, test, validate, and demonstrate novel, advanced
and innovative methods for preventing cyberattacks against
industrial control systems in Critical Sectors.

• Develop novel methods and tools for cyber security training
and awareness improvement.

• Transfer the knowledge created within NORCICS among its
user partners and other Norwegian businesses and
stakeholders.
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How to bridge the Valley of death?
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Research-based innovation process



Tasks addressing critical sectors

• T4.1: Secure cyber-physical 
electricity system

• T4.2: Secure Industry 4.0

• T4.3: Secure Distributed 
Healthcare

• T4.4: Secure smart districts

WP3:

WP4:



NORCICS Cyber Physical range



“Collaboration = innovation”
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https://www.ntnu.edu/norcics

https://www.ntnu.edu/norcics

